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ABSTRACT

Security of information is a topic that affects all computer users, from large
companies to individuals who user computers casually, many of whom are unaware

of the vast number of security issues that face them. This folder considers the
modern threats to information by providing profiles on some of the most common

threats: Physical Security, Internal Security, Firewalls, Key-logging and Phishing. Each
document investigates the dangers of these “criminals” and provides methods to

avoid becoming a victim. Provided with this information, users can be made aware of
the dangers in order to take precautions to avoid them.

BACKGROUND

In a world where computers are becoming more and more prevalent, information
security is of vital importance to everyone. As more information is being stored in
computer systems, criminals have created a variety of techniques to try and illegally
access this information.

Failure of appropriate computer security can cause millions of pounds of damage -

both to hardware and information. Subsequently, it is essential to both organisations
and individuals to take steps to prevent security issues from affecting them. As the

criminals’ techniques improve, so should the security of information.
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